Blue Coat Cloud Access

Security

BLUE COAT CLOUD ACCESS SECURITY BROKER VALUE PROPOSITION

Allows you to identify, monitor and control sanctioned and unsanc-
tioned cloud applications and services while providing reporting and
actionable intelligence.

Target Customer

e Any customer currently using or
looking to use a Cloud Application
or Cloud Service

Office 365, Google Apps, We Solve these Customer Challenges:
SalesForce.com, Box, DropBox,

ServiceNow ¢ Detailed visibility & control over user transactions with sanctioned &

unsanctioned apps & accounts
e Actual intelligence on sanctioned & unsanctioned apps
e Detect & correlate threats across multiple cloud apps & accounts
e Single view of Cloud Security Management with an excellent Ul.
¢ Inline encryption and tokenization of data

e Specific integration into cloud application by leveraging APIs

Case Study: https://www.bluecoat.com/whos-secure/customers/cloud-
data-protection-financial-services

Blue Coat: The Enabler of the Expanded Network
Security for the Cloud Generation

Cloud Data Protection
Headquarters - — — wecurity Stack (Encyption & Tokenization)

Data Center ML LLLLLT T
..'A

-"---

4

ORACLE"

Cloud-Generation

Security Stack l] Office 365 ::
Regional =11 pypessssssssesell V¥ S
Office servicenvw workday. Dmﬁ’ox
successfactors
amazon SOFTLAY=R’
Ny ~ webservices
Sy
ST, i .@rackspace,
D A A — — Cloud Application Poli(l:y BB Windows Azure
Users Control via API Integration

(Securelets)

Next-Generation
End-Points(IOT/Mobile)

+ 2¥a HOWARDedu

457 888.912.3151 | howardedu.com




